Authorization Capability for Prime Service Catalog End Users

= By default, the Prime Service Catalog

end users are given three roles
= My Services Consumer

= Request Fulfillment Roles

= Request Self-Service Roles

= “My Services Consumer” includes
the “Authoritization” capability

= As a result, every end user has the
Authorization capability and sees the
“Open authorizations” view.

© 2013-2014 Cisco and/or its affiliates. All rights reserved.

April 2014

Joesmith v~ @ 0 ™o

Open orders (0) Open authorizations (0)

Colla_boration
Services No Requisitions

Explore es that we offer to help you analytics on currently active services, and take
use yo devices to be productive at action to maintain or upgrade your services.
work. lude: Email, Conferencing,

IM.

Cisco Confidential 1



Disabling Authorization for End Users

= Some implementations may not want to open its Members tab.
show the “Open authorizations” tab to 4.  Remove the OUs that you edited in the
end users because they do not ask “end previous step.

users” to authorize requests. : ,
9 = Then your end users will see their

= You will need to identify the OUs whose “Service Catalog” module without the
users should not see the authorization authorization tab.
tab.

= Steps to disable the authorization tab

1. Go to Organization Designer, copy the “My Jane Jones + @ 0 ®™o
Services Consumer” role to a custom role.

2. Open the Members tab for this custom
role, and add all of the OUs that you want :
to have this role. No Requisitions
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