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Generate Certificate Signing Request

Generate new request

Now your certificate signing request is ready. You can copy/paste it to any
certification authority enrollment tool.
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Copy the CSR on Right, and take it to Certificatghfrity.

Access CA from Web Browser as,

http://<CA location>/certsrv
OR
https://<CA location>/certsrv

Welcome

Select a task:

Viewthe sralus of 2 pending certificate request
Download a CA certificate. certificate chain, or CRL

For mare information about Certificate Services, see Certificate Services Documentation

Use this Web site to request a certificate for your Web browser, e-mail client, or other program By using a certificate, you can verify your identity to people you communicate with
aver the YWeb, sign and encrypt messages, and, depending upon the type of certificate you request, perform other security tasks.

You can also use this Web site to download a certificate authority (CA) certificate, certificate chain, or certificate revocation list (CRL), or to view the status of a pending request




Microsoft Certificate

Request a Certificate

Select the certificats fype:
User Certificate

Or, submit an &

Microsoft Certfics

Advanced Certificate Reguest

The policy of the CA determines the types of cerfificates you can request. Click one of the following options to:

Create and sUbmit & request o this CA

Raquest a cerfificate for & smart card on bahalf of another user by using the smiart card cartificats enrollment station,

Note: You must have an enrollment agent certficate to submit & request on behalf of another user




Paste the CSR generated from ACS into the box below choose Certificate Template
as Web Server. Then press Submit.

Microsoft Certificate Se

Submit a Certificate Request or Renewal Request

To submit a saved request to the CA, paste a base-64-encoded CMC or PKCS #1(
Web server) in the Saved Request box.

Saved Regquest:

»

————— BEGIN CERTIFICATE REQUEST----- =
Base-64-encoded [MIIBvTCCASTCAQAWGDEWNEQGALITE AxMNQWI = U2 VY
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Erowse for a file to insert.

Certificate Template:
IWeh Sener j

Additional Attributes:

=
Attributes: -
4 »
Submit = |

Microsoft Certificate Semvices -- N

Cetificate Issued

The certificate you requested was issued to you.

" DER encoded or #Base 64 encoded

Download certificate
—===d Nownload certificate chain

Click on “Download certificate” and save that ckcate with a recognizable name.



Go back to home page of CA,

Welcome

sz this Web site to request a certificate for your Web browser, e-mail client, or ather program. By using a certificate, yvou can verify your identity to people you communicate with
ower the Weh, sign and encrypt messages, and, depending upan the type of certificate you request, perform other security tasks

You can also use this Web site to download a certificate authority (CA) certificate, certificate chain, or certificate revocation list (CRL), or to view the status of a pending request
For mare information about Certificate Services, see Ceiificate Services Docurmentation

Select atask:
Request a certificate
Wiew the status of @ pending cerificate raquest
D a certificate. certificate chain, or CRL

Microsoft Certificate =

Download a CA Certificate, Certificate Chain, or CRL

To trust certificates issued from this certification authority, install this CA certificate chain.

To download a CA certificate, certificate chain, or CRL, select the certificate and encoding method.

CA, certificate:

Current [0

Encoding method:

CDER
& Base 64

i _ tifl cate
Download CA certificate chain
Download latest base CRL
Dowinload latest delta CRL

Save the CA certificate with some recognizable narhes certificate is different from
the Web Server certificate that we got for ACS.
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Then click on Install New Certificate,

W System Configuration

BB
Install ACS Certificate
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B | The current configuration has been changed.

Compor et Restart ACS in "System Configuration:Service
a Network Contrel” to adopt the new settings for EAP-TLS or

- PEAP support only.
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Specify the ACS server certificate location andyree the private key password, then
press “Submit”
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Then go to ACS Certificate Authority Setup. And gpethe root certificate( CA
Certificate location)
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My Lab CA server(Root Certificate Authority) is MEX®. So I'll now check the newly
installed CA certificate (Root certificate) on ACS.
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Now Finally Go to System Configuration > ServicenBol > Restart.



