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1. My LAN block 192.168.52.0 /22 is successfully advertised through Upstream 1 .

2. Now I introduced Upstream 2 and wanted only one /24 block – maybe 192.168.52.0/24 or 192.168.53.0/24 or 192.168.54.0/24 should pass through Upstream 2. 

3. I have noticed that unless and until I add “ ip route 192.168.52.0 255.255.255.0 Null0 “ route to the router the /24 block is not getting advertised out of the router to Upstream 2.

4. Now as soon as I am adding that Null0 route , I cannot ping 192.168.52.1 / 22 interface and every other thing is getting wrong.

5. The “ sh run” output of the switch running BGP process – 

 interface GigabitEthernet0/1

 description Upstream1

 no switchport

 ip address 202.54.x.x 255.255.255.252

!

interface GigabitEthernet0/11

 description Upstream2

 no switchport

 ip address 203.171.x.x 255.255.255.252

!

interface GigabitEthernet0/12

 no switchport

 ip address 192.168.52.1 255.255.252.0

!

router bgp @@@@@@

 no synchronization

 no bgp log-neighbor-changes

 network 192.168.52.0 mask 255.255.255.0

 network 192.168.53.0 mask 255.255.255.0

 network 192.168.54.0 mask 255.255.255.0

 network 192.168.55.0 mask 255.255.255.0

 network 192.168.52.0 mask 255.255.252.0

 neighbor 202.54.x.x1 remote-as @@@@@

 neighbor 202.54.x.x1 route-map UPSTRM1 out

 neighbor 203.171.x.x1 remote-as @@@@@

 neighbor 203.171.x.x1 route-map UPSTRM2 out

 no auto-summary

!

ip classless

ip route 0.0.0.0 0.0.0.0 202.54.x.x1

ip route 0.0.0.0 0.0.0.0 203.171.x.x1

ip route 192.168.52.0 255.255.252.0 Null0

ip route 192.168.53.0 255.255.255.0 Null0   <----------- This route is offending

!

ip prefix-list XYZ seq 25 permit 192.168.52.0/22

!

ip prefix-list ABC seq 55 permit 192.168.53.0/24

route-map UPSTRM1 permit 10

 match ip address prefix-list XYZ

!

route-map UPSTRM2 permit 20

 match ip address prefix-list ABC

!   
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