Hi Friends,

 

I want to construct a rule in CSMARS, which will send a mail to me, once it recieves CPU Utilization greater than 30% for any configured device.

 

I have vreated one rule for event CPU Utilization Abnormally high. Is there any way to tune an event definition so that it trigger the event for CPU going high to a randomly choosen number, say 10%, 30% etc?

 

Also when i recieve a mail from CSMARS for "Rule Name: System Rule: Resource Issue: Network Device" (another configured rule), the mail contain the incident information. Is there any way to put some more details like reporting device etc on mail content? The mail comes with following contents,

 

The following incident occurred:
Start time:     Fri Sep 17 10:40:06 2010
End time:       Fri Sep 17 11:00:54 2010
Fired Rule Id:  624124
Fired Rule:     System Rule: Resource Issue: Network Device
Incident Id:    12817005849
For more details about this incident, please go to:
  https://CSMARS/Incidents/IncidentDetails.jsp?Incident_Id=12817005849
  https://10.216.16.106/Incidents/IncidentDetails.jsp?Incident_Id=12817005849
  https://1.1.1.1/Incidents/IncidentDetails.jsp?Incident_Id=12817005849
For all incidents occurred recently, please go to:
  https://CSMARS/Incidents/
  https://10.216.16.106/Incidents/
  https://1.1.1.1/Incidents/
 

I want to include some more details as in the MARS documentation. Please help in getting the steps to do so.
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