1) Download and install freeFTPd
2) Create a user to authenticate, go to the Users tab and click on Add
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3) Create a new user as the following:
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You can change the login and password for whatever you like, in this example is cisco/cisco

4) It should show up like this:
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5) Go to the SFTP option, select the appropriate Listen address from your machine and click on the Start Button, then Apply & Save
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6) Once the SFTP service is running go to the DRS page and configure it as per the example:
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